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Abstract of the contribution: This contribution discusses the need to find a new solution to enable sharing the same allowed quota between different PCFs. 
Introduction

To monitor the data usage of a UE consumed over multiple PDU sessions for the same DNN and S-NSSAI, 23.501CR1375 (S2-1905952) and 23.503CR0265 (S2-1905953) were agreed in SA2#133.However, 

This solution does not address the deployment scenario of distributed BSF as indicated in the following note in TS23.503:  

NOTE 2: The assumption is that for DNN, S-NSSAI combinations where usage monitoring be applied, the same BSF instance or the same BSF SET is selected for all UE PDU sessions to the same DNN, S-NNSAI.

And this solution requires new service operation, as the existing Nbsf_Management_Discovery service operation mandates UE address which is not available in the use case discussed here.
In SA2#134, S2-1908164 and S2-19081645 (postponed) shows that the assumption is NOTE 2 (see above) of clause 6.1.1.2.2 may not be valid, i.e. the BSF(s) may be deployed in a more distributed way (e.g. collocated with SMF). 
This contribution proposes to have a solution independent of the BSF deployment, and two solution alternative are proposed.

Discussion

In our view, there is a need to define one solution to the problem of a UE consuming the same quota over multiple PDU sessions to the same DNN, S-NSSAI and how to ensure that the quota is not exceeded.
Observation 1: The existing solution shall be removed from TS 23.503 and 23.501. No need to define more than one solution to this problem, but rather one solution that works in the different deployments.
Solution proposed last SA2 meeting in:

Solution 1: Each PCF reads the remaining allowed usage from UDR, takes some usage, i.e. a slice, then deduct it from the remaining allowed usage and store the remaining quota in UDR. Then, multiple PCFs can perform the same process until no remaining allowed usage is stored in UDR, meaning that the total allowed usage was exhausted.
There is a problem, when multiple PCFs reads and writes the same data, i.e. the remaining allowed usage, in UDR, since each PCF holds a copy of the remaining allowed usage that eventually may change in the UDR, due to one PCF storing the remaining allowed usage in UDR. This is solved by 29.500, that provides a mechanism to support “conditional” request. A conditional request is a request that may be executed differently depending on the value of specific HTTP headers. These headers define the precondition that must be true before the server should execute the request. With respect to entity tags, we have two options for making requests conditional.

· If-Match: The request will succeed if the ETag of the remote resource is equal to the one listed in this header.

· If-None-Match: The request will succeed if the ETag of the remote resource is different to each listed in this header.
By specifying the appropriate ETag and condition header, you can perform optimistic locking for concurrent operations on a resource. 
The PCF can use the conditional request to retrieve the remaining allowed usage, the UDR provides a Etag value to the PCF, the PCF takes a slice, then stores the remaining allowed usage in the UDR, indicating the Etag value and the entity tag “If-Match”. The UDR accepts the request to store the remaining allowed usage in the Etag value matches. The UDR provides a different Etag value to each PCF that reads the remaining allowed usage.

Pros:

· This solution works in any scenario that requires sharing the allowed usage allocated to a UE, or to a MK or to a UE, DNN, S-NSSAI.
· It does not place any restrictions on the PCF selection, therefore helps load balancing in the network, that may not have some many PCFs deployed.
Solution 2: The AMF selects the same SMF for each PDU session to the same DNN,S-NSSAI for the same SUPI.
The procedure is as follows:

Step 1: At Initial registration, the AMF receives indication per SUPI, DNN. S-NSSAI whether the same SMF and PCF should be selected for each DNN, S-NSSAI of a given SUPI. The existing SMF Selection Subscription Data is extended to first rename it to “SMF and PCF selection subscription data” and then a new indication is added per DNN and S-NSSAI.

	SMF and PCF Selection
	SUPI
	Key

	Subscription data (data needed for SMF
	SMF and PCF Selection Subscription data contains one or more S-NSSAI level subscription data:

	Selection as described
	S-NSSAI
	Indicates the value of the S-NSSAI.

	in clause 6.3.2 of
	Subscribed DNN list
	List of the subscribed DNNs for the UE (NOTE 1).

	TS 23.501 [2] and for PCF selection as described in clause 6.3.7.1 of TS 23.502 [2].
 
	Default DNN
	The default DNN if the UE does not provide a DNN (NOTE 2).

	
	LBO Roaming Information
	Indicates whether LBO roaming is allowed per DNN, or per (S-NSSAI, subscribed DNN)

	
	Interworking with EPS indication list
	Indicates for which DNN from the Subscribed DNN list interworking is supported.

	
	Same SMF and the same PCF for Multiple PDU Sessions to the same DNN and S-NSSAI
	Indication whether the same SMF and the same PCF for Multiple PDU Sessions to the same DNN and S-NSSAI are required


Table 1. Existing UE Subscription Data Type – SMF Selection subscription data is extended.

Step 2: Prior to SMF selection, the AMF checks if there is an existing PDU Session to the same DNN and S-NSSAI and if the SMF and PCF Selection subscription data indicates that the same SMF and PCF should be selected this UE, S-NSSAI, DNN then the AMF selects the same SMF shall be selected. 

Step 3: The AMF also provides the indication that the same PCF shall be selected for all PDU sessions to the same DNN, S-NSSAI to the SMF. The SMF checks if there is a SM Policy Association created for any PDU sessions to the same DNN, S-NSSAI as requested in the PDU session establishment, and then selects the same PCF Id to establish a new SM Policy Association. 
Advantages of this proposal:
· Minor extensions to the existing PDU session establishment procedure.

· Easily extended to cover other cases where the same PCF needs to be selected

· Easily extended if the usage monitoring needs to be aggregated per UE, and not only per DNN, S-NSSAI.

· No impacts on existing signalling.

· Minimizes the scenarios where race conditions may exist.

Disadvantage of this proposal:
· When the UE is served by two separate AMFs, and simultaneous PDU sessions are established to the same DNN, S-NSSAI for the same SUPI, each AMF may select a different SMF and then a different PCF is selected.  

Observation 2: Ericsson can accept both solutions as compromise on a way forward depending on the meeting discussion.
Proposal

This discussion paper proposes to remove the existing solution to select the same PCF for the tuple (DNN,S-NSSAI, SUPI) and proposes to select one of the two solutions described above:

Solution 1 in S2-1909310 and S2-1909310 and Solution 2 in S2-1909045, S2-1909046
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